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Abstract - In recent year, to protect digital content 
(text, images, audio, and video) from illegal 
manipulations that has been developed digital image 
watermarking techniques. In this paper we proposed 
two different watermarking schemes based on DCT-
DWT-SVD. One watermarking scheme is based on SVD 
of DC coefficients using second level DWT decompose-
tion and other scheme is based on SVD of all DCT values 
of second level DWT composition of cover image. To 
check both schemes by Imperceptibility and robustness 
used PSNR and NC parameters. 
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1. INTRODUCTION 

In recent years, the global developing applications using 
digital multimedia technologies has emphasized the need 
to protect digital multimedia data from illegal issues. 
Authentication and information hiding, copyright 
protection, content identification and proof ownership 
have also become important issues.  Watermarking 
technology is used to solve these issues. These kinds of 
work in this field have several watermarking techniques 
such as spatial domain and transform domain [9]. In 
transform domain basic transforms are used discrete 
cosine transform (DCT), discrete wavelet transform 
(DWT), singular value decomposition (SVD) and their 
cross relation [10]. Watermarking techniques is a process 
embedding a secret information into a multimedia data, 
such as image, audio and video in such a way that it is 
imperceptible to a human. Before the development of 
digital image watermarking, it was very difficult to achieve 
copyright protection, authentication, data hiding, content 
identification and proof ownership. But currently it is very 
easy to give these kinds goal using watermarking 
techniques. Every watermarking schemes consists of two 
processes embedding and extraction process. Generally, 
digital watermarking system is consisted of two main 

processes, one is embedding process and second is 
extracting process. During the embedding process, 
the watermark data is embedded into the multimedia 
digital data. The original data will modified after 
embedding process, this modified data is known as a 
watermarked data. In extracting process embedded 
watermark data is extracted from the watermarked data 
and recover the original multimedia data. The extracted 

watermark is compared with original watermark; if the 
watermark is same it result in authenticated data. During 
the sending of the watermarked data on network, the 
attacker may destroyed the data, and if any changing in 
the data can be detected by comparing the extracted 
watermark with the original watermark. Watermarking 
technique have main two properties such as 
imperceptibility and robustness [11]. If we cannot 
distinguish between host image and watermarked image 
called imperceptibility. Basically imperceptibility depends 
on similarity between host image and watermarked image. 
Robustness measures how difficult to remove or destroy 
watermark from watermarked image [11]. In this paper 
we proposed a two digital watermarking techniques based 
DWT, DCT and SVD transform. These two schemes is 
provided a good imperceptibility and high robustness 
against various kinds processing attacks. The rest of the 
paper is organized as follows: Section 2, focuses on 
overview of Transforms for watermarking schemes. 
Section 3, gives details the proposed watermarking 
algorithms 1. Section 4, gives details the proposed 
watermarking algorithms 2. In section 5, gives evolution 
parameter and experimental results. In section 6, 
conclusion is drawn. 
 

2. PRELIMINARIES 
In this section, we will briefly describe the details of DCT, 
DWT and SVD transformations in below. 
 

2.1 Discrete Wavelet Transform (DWT) 
The DWT in one dimensional signal is divided in two parts 
one is low frequency part and another is high frequency 
part. Next the low frequency part is split into two parts 
and the similar process will continue until the desired 
level. The high frequency part of the signal is contained by 
the edge components information of the signal. Now DWT 
(Discrete Wavelet Transform) decomposition on an image 
separates into four parts these are approximation Image 
(LL) as well as horizontal (HL), vertical (LH) and diagonal 
(HH) for detail components. In the DWT decomposition 
input signal must be multiple of 2n. Where, n represents 
the number of level. To analysis and synthesis of the 
original signal DWT provides the sufficient information 
and requires less computation time. Watermarks data are 
embedded in these regions that help to increase the 
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robustness of the watermark [6]. A one level DWT 
decomposition process is shown in Figure 1. 
 

 
            Fig 1. Single level decomposition using DWT 
 

2.2 Discrete Cosine Transform (DCT) 

The DCT is popular transform used in signal processing. It 
transforms a signal from spatial domain to frequency 
domain. It has been used in JPEG standard for image 
compression for good result. It is a function represents a 
technique applied to image pixels in spatial domain in 
order to transform them into a frequency domain in which 
redundancy can be branded. DCT techniques in frequency 
domain are more robust compared to spatial domain 
techniques. Such algorithms are robust against image 
processing operations like adjustment, brightness, 
blurring, contrast and low pass filtering and so on. But it is 
difficult to implement and computationally more 
expensive. The one-dimensional DCT is useful in 
processing one dimensional signals such as speech 
waveforms. For analysis of two-dimensional (2D) signals 
Such as images, we need a 2D version of the DCT. 

2.3 Singular Value Decomposition (SVD) 

The image is non-negative real matrix in the viewpoint of 
linear algebra [12]. The SVD of a matrix is orthogonal 
transforms used for matrix diagonalization. Let P be an 
image, and its size be M×N. The SVD of P can be presented 
as follows: Where U and V are two M×N and N×N unitary 
orthogonal matrices, and S is an N×N diagonal matrix. The 
elements of S are nonnegative values on diagonal 
representing singular values of P. The diagonal elements 
of matrix S = diag (s1, s2……. sn) satisfy the order: s1 ≥ s2 
≥ …….. ≥ sn [4]. It is important to note that 

 • The nonnegative components of S represent the         
luminance value of the image 

   • Changing them slightly does not affect the image 
quality and they also don’t Change much after attacks, 
watermarking algorithms make use of these properties. 

3. PROPOSED ALGORITHM 1 

         In this Proposed algorithm combines advantages of 
three different techniques DCT, DWT and SVD. First one 
level DWT is applied to original cover image. To achieve 
better imperceptibility LL band is select for second level 
decomposition and HH band is selected. It is divided into 
4X4 sub blocks. DCT is applied to each sub blocks of HH 

band and first DC coefficient of each block is selected and 
formed it in matrix. SVD is applied to this matrix and 
singular values of cover image are modified with singular 
values of watermark. Inverse SVD, inverse DCT and 
inverse DWT is performed to get watermarked image. The 
procedure for embedding and extracting the watermark is 
given below 

3.1 Watermark embedding process 

The embedding process is divided into following steps and 
is briefly described as given below 

1.  Select Original cover image of size N x N. apply DWT to          
decompose it into four sub-bands LL, HL, LH and HH   

2. Select LL band and Apply DWT to decompose it into four 
sub-bands LL_LL, LL_HL, LL_LH and LL_HH.   

3. Select LL_HH band, divide it into 4X4 square blocks and 
apply DCT to it, select first DCT value of each block and get 
new DCT coefficient matrix B. 

4. Apply SVD to B, B=U1*S1*V1T, and obtain U1, S1and V1. 

5. Select watermark image. Apply SVD to it and obtain U2, 
S2 and V2. 

6. Modify Singular value S1 with watermark such that 
S=S1 + α*S2. 

7. Obtain B* using B*= U1*S*V1T. 

8. Apply inverse DCT to B* to produce LL_HH*. 

9. Apply inverse DWT to LL_LL, LL_HL, LL_LH and LL_HH* 
to get matrix LL*. 

10. Apply inverse DWT to LL*, HL, LH and HH, get 
watermarked image. 

3.2 Watermark extraction process 

1 Apply DWT to attacked watermarked image to get LL*, 
HL, LH and HH. 

2. Apply second level DWT on LL* and get LL_LL, LL_HL, 

LL_LH and LL_HH*. 

3. Select LL_HH* band and divide it into 4X4 blocks. 

4. Apply DCT to each block of sub band LL_HH*, select first 

DCT values and get matrix A. 

5. Apply SVD to A, A= U3*S3*V3T and obtain U3, S3, V3 

6. Obtain SW=(S1-S3) /α 

7. Obtain EW= U2*SW*V2 
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4. PROPOSED ALGORITHM 2 

        In this algorithm first level decomposition of wavelet 
is applied to cover image then LL band is selected for 
second level decomposition. Now DCT is applied to HH 
band and get DCT coefficient matrix. SVD is apply on this 
DCT coefficient matrix. Watermark image is decomposed 
at first level and HH band is selected. DCT is applied to this 
HH band and we get DCT coefficients of watermark then 
SVD is applied to it. Singular values of cover image is 
modified with singular values of watermark image by 
scaling factor. Perform inverse transform and we get 
watermarked image. 

4.1 Watermark embedding process 

The embedding process is divided into following steps and 
is briefly described as given below: 

1.  Select the cover image. Apply DWT to decompose it into 
four sub-bands LL, HL, LH and HH.   

2. Select LL band and Apply DWT to decompose it into four 
sub-bands LL_LL, LL_HL, LL_LH and LL_HH.   

3. Select LL_HH band, apply DCT to it, and get DCT 
coefficient matrix B. 

4. Apply SVD to B, B=U*S*VT, and obtain U, S and V. 

5. Select the watermark image. Apply DWT to decompose 
it into four sub-bands WLL, WHL, WLH and WHH. 

6. Select WHH band and apply DCT to it and get DCT 
coefficient matrix D. 

7. Apply SVD to D matrix, D=U1*S1*V1T, and obtain U1, S1 
and V1. 

8. Modify S with watermark such that S2=S + α*S1. 

9. Obtain B* using B*= U*S2*VT.  

10. Apply inverse DCT to B* to produce LL_HH*. 

11. Apply inverse DWT to LL_LL, LL_HL, LL_LH and 
LL_HH* to get matrix LL*. 

12. Apply inverse DWT to LL*, HL, LH and HH, get 
watermarked image. 

4.2 Watermark extraction process 

1. Apply DWT to attacked watermarked image to get LL*, 

HL, LH and HH. 

2. Apply DWT to WI to get LL_LL, LL_HL, LL_LH and 

LL_HH*. 

3. Select LL_HH* band and Apply DCT to sub band LL_HH*, 
and get matrix A. 

4. Apply SVD to A matrix, A= WU*WS*WVT and obtain WU, 
WS, WV 

5. Obtain singular value S3=(S-WS) /α 

6. Obtain reconstructed SVD matrix Wr= U1*S3*V1T 

7. Apply inverse DCT to Wr and get W. 

8. Apply inverse DWT to LL, HL, LH and W and get    
extracted watermark. 

5. EXPERIMENTAL RESULT ANALYSIS 

To check effectiveness of the schemes the PSNR and NC 
are used as evaluation parameter. 

                                        (1) 

                 (2) 

       NC=   (3) 

To check the efficiency of proposed algorithm different 
size of images are considered for numerical simulation. It 
is tested using the tool MATLAB 14.0. Here results are 
given using 512 x 512 gray image “LENA”, “MANDRIL” 
and“PIRATE” as cover image and 32 x 32 gray scale 
cameraman image as watermark in algorithm one and 
256x256 gray scale cameraman  image as watermark in 
second algorithm. 

               

 

         (a)Lena                     (b)Mandrill                   (c)Pirate 

               Fig 2. Watermarked images of algorithm 1 

 

 

Fig 3. Extracted watermark from watermarked                         

images of algorithm 1 
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        (a)Lena                (b) Mandrill           (c) Pirate 

           Fig.4 Watermarked images of algorithm 2 

 

 
 
          Fig.5 Extracted Watermark from watermarked            
images of algorithm 2 
 
Both watermarking algorithms was tested using thirteen 
Attacks with Matlab: Salt & papers noise, Gaussian noise, 
JPEG compression, rescaling, rotation, cropping, contrast 
adjustment, histogram equalization, and gamma 
correction, median filter, low pass filter, sharpen and 
speckle noise. Table 1 and Table 2 gives the values of the 
correlation coefficient between the extracted and original 
watermark images using the cover images, Lena, Mandrill, 
and Pirate, and the same watermark image, It is seen from 
these tables that the values of the correlation coefficient 
are almost invariably larger than 0.9 for the various 
attacks regardless of the watermark and cover images 
used in our experiments. 

Table-1: Result of algorithm 1 for NC value for different 

attacks and PSNR value for watermark embedding 

Table-2: Result of algorithm 2 for NC value for different 

attacks and PSNR value for watermark embedding 

6. CONCLUSION 

In this paper, we performed two watermarking algorithm 
where discrete wavelet transform (DWT), discrete cosine 
transform (DCT) Singular Value decomposition (SVD) and 
their cross combination have been applied successfully in 
many in digital image watermarking. Algorithm I is not 
robust against low pass filter attacks. Algorithm II gives 
quiet better results in all listed attacks. It gives good NC 
value for jpeg up to 20% quality factor. In both algorithm 
extraction of watermark is done using original cover 
image so both are non-blind scheme. In future we will try 
to develop algorithm which do not depends on original 
cover image at the time of extraction using DCT, DWT and 
SVD. 
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