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Abstract—Image watermarking is a flag that is installed 
in a picture information forever with the end goal that it can 
be removed by dewatermarking utilizing a few activities for 
checking the realness of information or client information. 
The watermark is indistinguishable from the host picture 
and it ought to be sufficiently powerful to oppose any 
changes alongside safeguarding the picture quality. Along 
these lines the watermarking helps in keeping scholarly 
properties to be open while keeping them for all time water 
checked. In this paper we have focused on watermarking 
techniques and checked their robustness against 
environmental distortions during the storage and 
transmission of watermarked image. In this work we have 
applied a hybrid SVD-DCT-DWT watermarking approach in 
gray biomedical image watermarking to develop a robust 
algorithm against several image attack . We have also 
compared our algorithm with two different watermarking 
technique named as DCT-SVD, DWT-DCT. 
 
Keywords - Watermarking, image processing, DCT, 
DWT, SVD and image encryption, security. 

 
1. INTRODUCTION: 
 
The Internet is a splendid wage and conveyance channel 
for virtual resources, yet copyright consistence and 
substance material administration can be a test. 
Nowadays, advanced photographs might be utilized 
wherever – without or with assent. Pictures which can be 
spilled or abused can hurt publicizing endeavors, seal 
photograph and, at last, deals. The practical ramifications 
of this case include the unapproved circulation of such 
material with the reason for making unlawful benefit or 
generally harming the lawful offense proprietor. 
Unavoidably the business worldwide and the legislature 
have communicated astounding issue over this issue, and 
therefore, established researchers has turned out to be 
phenomenally exuberant seeking offer methods for 
copyright insurance of advanced material. One approach to 
manage this issue is Image Watermarking. It is the method 
of embeddings shrouded records in a photograph through 
presenting alterations of negligible perceptual unsettling 
influence. Strength, perceptual straightforwardness, 
capacity and visually impaired watermarking are 4 

fundamental components to choose awesome of 
watermarking plan [1]. Picture watermarking procedures 
can be separated into two organizations as per handling 
territory of host picture. One is to control the profundity 
cost of the luminance inside the spatial territory [2] and 
the option is to trade the photograph coefficient in a 
recurrence zone [3][4]. In nowadays, an improve called 
Singular Value Decomposition (SVD) was investigated for 
watermarking [5][6]. Recurrence area procedures are 
utilized for the most part due to their vigor to different 
types of strikes like JPEG pressure, editing, revolution, 
clamor, obscure et cetera. SVD-based watermarking 
calculations additionally are extremely solid contrary to 
these assaults. DWT has wonderful spatial restriction and 
multi-determination attributes, which are much similar to 
the hypothetical styles of the human unmistakable 
framework. DCT and SVD fundamentally based 
watermarking methods give pressure. Assist Performance 
overhauls in DWT-fundamentally based virtual photo 
watermarking calculations, DCT-basically based 
watermarking calculations and SVD-based absolutely 
watermarking calculations could be gained through 
consolidating DWT, DCT and SVD. Combining those 
changes is fundamentally in light of the truth that 
consolidated changes should make up for the 
disadvantages of each extraordinary, resulting in powerful 
watermarking.  
 
In Singular Value Decomposition, solitary qualities 
compare to the luminance of the picture (i.E, photo shine) 
and the relating particular vector determines the 
characteristic geometry properties of the photo [2]. 
Numerous solitary qualities have little qualities when 
contrasted with the main particular cost. In the event that 
those little particular qualities are not noted inside the 
recreation of the picture, the incredible of the reproduced 
picture will debase just marginally. Slight varieties of the 
solitary qualities don't influence the unmistakable idea of 
the photo, i.E., particular qualities do have an astounding 
security. In view of those places of SVD, askew framework 
containing solitary qualities is particularly used to install 
watermark. The DCT has unique property that the greater 
part of the outwardly enormous data of the photo is 
engaged in low recurrence coefficient of the DCT 
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2. RELATED WORK: 
 
In 2011, Manjit Thapa et. Al offered their canvases 
identified with agreeable advanced picture watermarking 
techniques. In this work, they said that computerized 
watermarking ends up used to shroud the records inside a 
sign, which can't be effectively extricated by the 0.33 
birthday festivity. Its broadly utilized programming moved 
toward becoming copyright assurance of computerized 
data. It ended up not quite the same as the encryption in 
the experience that it enabled the buyer to get passage to, 
see and decipher the sign yet protect the proprietor-
convey of the substance material. One of the current 
examinations areas swung into to shield advanced 
watermark inside the data all together that responsibility 
for measurements can't be asserted by 1/3 party. With an 
assortment of records to be had on various web indexes 
like google, to protect the responsibility for is transformed 
into an imperative region of research. In best in class 
years, various computerized watermarking methodologies 
have been introduced in light of discrete cosine adjust 
(DCT), discrete wavelets change (DWT) and discrete 
Fourier changes (DFT). In this works of art, we proposed 
an arrangement of standards for advanced photo 
watermarking approach construct absolutely in light of 
particular expense disintegration; both of the L and U 
compo-nents are investigated for watermarking 
calculation. This strategy expressed the watermark 
inserting calculation and watermark extricating 
calculation. The test results demonstrated that the 
attractive of the watermarked photograph end up 
unfathomable and there has been vigorous safe against 
numerous geometrical strikes.  
 
In 2012, Kaushik Deb proposed their work related with 
joined dwt-dct basically based virtual picture 
watermarking strategy for copyright wellbeing .There 
sketches expressed a consolidated DWT and DCT 
essentially based watermarking technique with low 
recurrence watermarking with weighted amendment is 
proposed. DWT has exceptional spatial limitation, 
recurrence unfurl and multi-determination characteristics, 
which have been much similar to the hypothetical styles of 
the human visual device (HVS). DCT based watermarking 
systems give pressure in the meantime as DWT based 
absolutely watermarking procedures offer versatility. 
These appropriate homes had been utilized as a part of 
this mixed watermarking strategy. In the proposed 
strategy watermark bits have been implanted inside the 
low recurrence band of each DCT square of chosen DWT 
sub-band. The weighted adjustment turned out to be 
likewise used to improve the indistinctness. The 
extricating framework turned around the implanting 

activities without the reference of the credible photograph. 
Contrasted and the comparative strategy by utilizing DCT 
based technique and DWT based approach, the test 
impacts demonstrated that the proposed calculation 
apparently saved propelled photo charming and strength 
underneath different attacks including JPEG pressure, 
editing, sharping, examination changes et cetera.  
 
In 2012, Yusuf Perwej et. Al. Proposed their business 
related to a versatile watermarking method for the 
copyright of computerized pictures and advanced picture 
security .In this work they expressed that web in general 
does not utilize agreeable hyperlinks, consequently 
measurements in travel might be in danger of interference 
as legitimately. The indispensable of lessening a danger of 
the data being recognized for the term of the transmission 
is being an inconvenience in the genuine universal now 
days. The Digital watermarking strategy bears for the brisk 
and more affordable appropriation of virtual data over the 
Internet. This strategy bears new methodologies of 
ensuring the adequate assurance of copyright holders 
inside the protected innovation scattering process. The 
assets of computerized watermarking pictures grants 
inclusion of additional information inside the photo 
without changing the cost of the photograph. This message 
is covered up in unused obvious territory inside the 
photograph and stays under the human unmistakable edge 
for the photograph. Both try to implant actualities internal 
a cowl message with next to no corruption of the sew 
thing. In this work research the ensuing important 
standards and phrasing, records of watermarks and the 
properties of a watermarking machine notwithstanding a 
kind of watermarking and applications. We are putting 
forth viewpoint recognition the utilization of Gabor Filters. 
In this artworks they proposed minimum sizeable piece 
(LSB) substitution way to deal with scramble the message 
inside the watermark picture record. The advantages of 
the LSB are its straightforwardness to insert the bits of the 
message specifically into the LSB air ship of cowl-photo 
and numerous methods the use of those procedures. The 
LSB does never again realize a human noticeable 
distinction because of the reality the abundancy of the 
change is little along these lines the human eye the 
subsequent stego photograph will appearance 
indistinguishable to the stitch photograph and this permits 
high perceptual straightforwardness of the LSB. The 
spatial area approach LSB substitution it may be fit for 
utilize a pseudo-irregular assortment generator to decide 
the pixels to be utilized for installing fundamentally in 
view of a given key. They had been utilizing DCT redesign 
watermark calculations construct absolutely with respect 
to heartiness. The watermarking strength had been figured 
by utilizing the Peak Signal to Noise Ratio (PSNR) and 
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Normalized cross relationship (NC) is utilized to measure 
by means of the Similarity between the genuine 
watermark and in the wake of separating watermark.  
 
In 2013 Bhupendra Ram et. Al. (IEEE) proposed their 
works of art identified with virtual photo watermarking 
technique the utilization of discrete wavelet rebuild and 
discrete cosine change. In this works of art they said that 
advanced watermarking has been proposed as a 
conceivable technique to the need of copyright wellbeing 
and confirmation of mixed media information in an 
organized environment, since it makes conceivable to wind 
up mindful of the essayist, proprietor, merchant or 
approved buyer of a record. In this work another 
watermarking strategy to include a code to virtual pictures 
is offered: the procedure works inside the recurrence area 
inserting a pseudo-irregular accumulation of genuine 
numbers in a chose set of DCT coefficient and another 
method for virtual photo watermarking which does never 
again require the remarkable photo for watermark 
location. The watermark is included pick coefficients with 
enormous picture control in the rebuild area so you can 
make certain non-erasability of the watermark. Points of 
interest of the proposed strategy include: ventured 
forward protection from assaults at the watermark, certain 
visual covering making utilization of the time-recurrence 
restriction things of wavelet change and a tough definition 
for the verge which approves the watermark.. Test 
outcomes demonstrated this proposed approach 
transformed into solid to the greater part of the sign 
handling procedures and geometric mutilations.  
 

3. SINGULAR VALUE DECOMPOSITION:  
 
Singular value decomposition  of the lattice is a straight 
variable based math in one of the greatest essential 
hardware, that is leading proposed through the Beltrami 
and Jordan inside the 1870s, and widely utilized as a part 
of picture pressure and flag handling after the Sixties. The 
essential idea in the back of the SVD-based watermarking 
systems is to find the SVD of the cover photograph or each 
square of the duvet photo, and after that adjust the 
particular qualities to implant the watermark [3].  
 
 In SVD change, a picture can be seen as a framework with 
nonnegative scalar sections. The SVD of a picture A with 
measure m×m is given by  
 
I = USVT, 
 where U and V are orthogonal matrices, and S = diag(αi) is 
a diagonal matrix of singular values αi, i = 1, . . . , n, which 
are arranged in decreasing order. The columns of V are the 

right singular vectors, whereas the columns of U are the 
left singular vectors of image I.   
. 
It is noticeable that the unique property of the SVD 
transform is that the potential N2 degrees of freedom or 
samples in the original image now get mapped into [1]:  

 S ⇒ N Degrees of freedom  
U ⇒ N (N -1) / 2 Degrees of freedom  
V ⇒ N (N -1) / 2 Degrees of freedom  

 
Totalling N2 degrees of freedom. 
SVD is an ideal matrix decomposition system in a 
minimum square sense that it packs the greatest flag 
vitality into as couple of coefficients as could reasonably be 
expected. It can adjust to the varieties in nearby 
measurements of a picture [2].  
 
3.1 Properties of SVD  
By and large a genuine grid A has numerous SVs, some of 
which are little, and the quantity of SVs which are non-zero 
equivalents the rank of framework A [3]. SVD has 
numerous great numerical qualities. Utilizing SVD in 
advanced picture handling has a few points of interest [5]:  
 
I) The measure of the networks from SVD change 

isn't settled and can be a square or a square shape.  

 

II) The SVs (Singular Values) of a picture have great 

solidness, i.e. at the point when a little bother is 

added to a picture, its SVs don't fluctuate quickly; 

 

III) SVs speak to logarithmic picture properties which 

are natural and not visual.  

 

 
 

(a) Original lena image 
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(b) Gaussian blurred image 
 

Fig. 2. Original and Gaussian blurred image 
 
As, figure 2(a) and 2 (b) demonstrate a picture and a 
similar picture after Gaussian obscure of size 9x9 
separately. The most noteworthy five particular 
estimations of the first picture and the Gaussian obscured 
picture are exhibited in the table which unmistakably 
demonstrates that the solitary qualities are relatively same 
i.e. the adjustments in the particular qualities are little 
which exhibit the great dependability of the solitary 
estimations of a picture even after the control on the 
picture.  
 
They have exhibited an investigation of the impacts of 
conventional geometric contortions on the particular 
estimations of a picture [6]:  
 
Transpose: Every real matrix A and its transpose AT have 
the same non-zero singular values.  
 
Flip: A, row-flipped Arf, and column-flipped Acf have the 
same non-zero singular values.  
 
Rotation: A and Ar (A rotated by an arbitrary degree) have 
the same non-zero singular values.  
 
Scaling: B is a line scaled form of A by rehashing each 
column for L1 times. For each non-zero solitary esteem λ 
of A, B has λ1L . C is a segment scaled rendition of A by 
rehashing each section for L2 times. For each non-zero 
solitary esteem λ of A, C has λ2L . On the off chance that D 
is push scaled by L1 times, and segment scaled by L2 
times, for each non-zero particular esteem λ of A, D has 
λ21LL.  
 
Translation: An is extended by including lines and 
segments of dark pixels. The subsequent lattice Ae has the 
same non-zero particular qualities as A. As a result of these 

properties, SVD might be utilized as a device to create 
semi-daze watermarking plans.  
 
Because of these properties of SVD, over the most recent 
couple of years a few watermarking calculations have been 
proposed in view of this system. The principle thought of 
these methodologies is to discover the SVD of a cover 
picture and afterward change its solitary qualities to install 
the watermark. Some SVD-based calculations are simply 
SVD-situated it could be said that lone SVD area is utilized 
to implant watermark into picture. As of late some half and 
half SVD-based calculations have been proposed where 
diverse kinds of changes space including Discrete Cosine 
Transform, Discrete Wavelet Transform, Fast Hadamard 
Transform and so on have been utilized to insert 
watermark into picture.  

 
4. THE DCT TRANSFORM 
 
The DCT changes have been broadly utilized as a part of 
numerous advanced flag handling applications. In this 
area, we present the DCT changes quickly, and diagram 
their significance to the execution of computerized 
watermarking.  
The discrete cosine changes is a procedure for changing 
over a flag into rudimentary recurrence parts [6]. It speaks 
to a picture as an entirety of sinusoids of fluctuating 
extents and frequencies. With an information picture, x, 
the DCT  
coefficients for the changed yield picture, y, are processed 
by Eq. 1 demonstrated as follows. In the condition, x, is the 
info imagehaving N x M pixels, x(m,n) is the power of the 
pixel in push m and segment n of the picture, and y(u,v) is 
the DCT coefficient in push u and section v of the DCT 
network 

y(u,v)=√
 

 
 √
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The image is reconstructed by applying inverse DCT 
operation according to Eq. 2: 

x(m,n)=√
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The prominent square based DCT change portions a 
picture non-covering squares and applies DCT to each 
square. This outcomes in giving three recurrence sub-
groups: low recurrence sub-band, mid-recurrence sub-
band and high recurrence sub-band. DCT-construct 
watermarking is based with respect to two realities. The 
primary reality is that a great part of the flag vitality lies at 
low-frequencies sub-band which contains the most 
essential visual parts of the picture. The second truth is 
that high recurrence parts of the picture are typically 
evacuated through pressure and commotion assaults. The 
watermark is along these lines implanted by changing the 
coefficients of the center recurrence sub-band with the 
goal that the perceivability of the picture won't be 
influenced and the watermark won't be expelled by 
pressure [4]. 
 

 
Fig.3. Proposed Model 
 
DWT-DCT-SVD Watermarking Scheme: 
The description of DWT-DCT-SVD watermarking is 
given below: 
 
step 1 : Obtain the DWT of the Host image by db2 wavelet 
 
step 2 :Obtain DCT on Ih1 by applying IDWT of the LL 
component of the wavelet tranform of host image. 
 
step 3 :Aply SVD decomposition on the Ih1 to get U1,S1 
and V1 components. 
 
step 4 :SApply SVD decomposition of the wtermark image 
W in U2,S2 and W2 components. 
 
step 5 : Calculate Shw=S1+a*S2  where a<=1 (constant). 
 
step 6 : Calculate Ihw=U1*Shw*V1' 
 
step 7 : Apply wavelet transform on Ihw to get 
LL2,Hl2,Lh2 and HH2 wavelet components. 

 
step 8 :Obtain the water mark image as Iw=inverse 
wavelet of (LL,HL,LH,HH2). 
 
The description of DWT-DCT-SVD dewatermarking is 
geven below: 
 
step1:Aply wavelet tranform on watrmarked image Iw to 
get LL,HL,LH and HH components 
 
step 2 :Apply DCT on inverse wavelet transform on LL 
component obtained in previous step to get Ihm.  
 
step3 :Apply SVD decomposition of theIhm to obtain 
UW,SW and VW components. 
 
step 4:Apply SVD decomposition of the watermark image 
W. 
 
step 5:Obtain Em=|(SW-Swm)| 
 
step 6:Obtain extracted watermark Ew =Uwm*Em*Vwm. 
 

5. RESULT AND DISCUSSION: 
 
We have applied three different algorithms for digital 
image water marking and for each scheme there are three 
kinds of result as describe below.  
 

1. Image watermarking/Dewater marking without 

any image attack. 

 

2.  Image watermarking/Dewater marking with 

Gaussian noise image attack. 

 
3.  Image watermarking/Dewater marking with salt 

and paper noise image attack. 

For each set of images there are three results for every 
algorithm. The quality of recover image is measured by 
PSNR and normalization coefficient (NC) variation. Higher 
value of PSNR represents high quality of recover image 
due to small errors in  image extraction algorithm. NC 
varies from 0 to 1 it is also the similarity measure between 
two images. If NC is closer to 1 it means that recovered 
image is very close to the original image. We have 
calculated PSNR1/PSNR2 that is PSNR between host image 
and watermarked image named as PSNR image and the 
PSNR between watermarked image and extracted 
watermarked image is PSNR2. Similar nomad is applicable 
to NC1 and NC2. We have applied our DCTDWTSVD noise 
algorithm on host1 image (fig 4(a)) to watermark the 
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image wm2 (fig 4(d)). The image obtained after 
watermarking that is watermarked image is shown on fig 
4(b). Then Gaussian image (fig 4 (c)) attacks is apply on 
watermark image and it is Dewater marked and its 
extracted watermarked image is shown in fig 4(e). 
 
 

 
 

Fig. 4(a). Original Image. 
 

 
 

Fig. 4(b). Watermarked Image. 

 
 

Fig. 4(c). Noisy Watermarked Image 
 

 
Fig. 4(d). Watermark Image. 

 

 
Fig. 4(e). Extracted Watermarked Image. 

 
We have applied our DCTDWTSVD salt noise algorithm on 
host1 image (fig 4(a)) to watermark the image wm1 (fig 5 
(c)). The image obtained after watermarking that is 
watermarked image is shown on fig 5 (a). Then Salt and 
paper image (fig 5(b)) attacks is apply on watermark 
image and it is Dewater marked and its extracted 
watermarked image is shown in fig 5(d) 

 

 

 

 

 



          International Research Journal of Engineering and Technology (IRJET)       e-ISSN: 2395-0056 

               Volume: 05 Issue: 07 | July-2018                   www.irjet.net                                                                      p-ISSN: 2395-0072 

 

© 2018, IRJET    |       Impact Factor value: 7.211   |       ISO 9001:2008 Certified Journal |        Page 204 
 

 

 
 

Fig. 5(a). Watermarked Image. 
 

 
  

Fig. 5(b). Noisy Watermarked Image 
 

 
Fig. 5(c). Watermark Image. 

 

 
 

Fig. 5(d). Extracted Watermarked Image. 
 

6. CONCLUSION: 
 
In this paper results suggests that DCT-DWT-SVD based 
watermarking scheme is giving best performance in the 
presence of recovery of watermark image used to indicates 
the text based data of biomedical images. The results are 
verified analytically in terms of PSNR and normalization 
coefficients and both are found high for novel DCT-DWT-
SVD watermarking scheme. 
 
In future the work can be extended for considering other 
image attacks effect and code parameter optimization in 
terms of additional image attacks. Presently we have 
considered the algorithm robustness for salt and pepper 
noise and Gaussian noise. In future effects of compression, 
transformation and cropping can also be considered for 
demonstrating the performance of developed 
watermarking scheme. 
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