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Abstract— In today's digital age, some companies have 
begun to take attendance using biometric fingerprint 
verification. This keeps track of an employee's 
attendance However; it is also unclear if the person is 
completely present at work after registering 
attendance. In this current era of digitization, after 
taking attendance, it is common to see employees leave 
their workplace and work on their own during office 
hours. This study focuses on a smart attendance system 
that uses an Android Smartphone as a smart ID card. 
Using biometric fingerprint authentication, a Java 
mobile application is being created to ensure an 
individual employee's attendance. Furthermore, the 
entire office will function as a Wi-Fi hotspot. As a result, 
whether or not an employee is present at work is 
determined by whether or not the android device 
(Smart ID card) is linked to the router. The system will 
contain a counter that will track an employee's total 
time spent at work. 

Keywords: Attendance System, Biometric fingerprint, 
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I. INTRODUCTION 

Biometric fingerprint authentication has been more 
common in recent years as a means of identifying a person. 
It is widely utilized over the world because of its 
uniqueness and consistency. This technique is difficult to 
duplicate. It is safe. It is used by several companies to 
identify its staff. It degrades the employee's attitude when 
proxies are used. Fingerprint sensors are typically 
positioned in front of the entrance or exit door to identify 
the employee. Some employees take advantage of the 
fingerprint sensor and abused it. An employee opens the 
door with his fingerprint to allow someone else to exit. As a 
result, the fingerprint sensor is unable to verify an 
employee's presence in the office. 

An employee's actual presence within his office cannot be 
guaranteed by a mobile application. We require the 
workspace to be connected to a router to establish a 
physical presence. If an employee is connected to that 

specific router, he can only give his attendance. This 
ensures that an employee is present physically. As long as 
someone is connected to the router, the system will keep 
track of how much time they spend at work. When an 
employee leaves, the device is disconnected, and when it 
returns to the router's range, the device is put back in. It is 
reconnected, and the counting procedure resumes where it 
left off. When an employee departs, the device is 
disconnected; when it returns to the router's (Workplace) 
range, it is reconnected, and the counting procedure starts 
where it left off. The system is a hybrid of a fingerprint 
authentication system and a wireless router, with 
attendance counting starting only when an employee enters 
the router range while still being registered by fingerprint 
authentication. To continue the attendance process, 
employees must re-login using fingerprint authentication 
within a certain amount of time. 

Because the log-in procedure is session-based, an 
employee cannot leave the building without the device 
(Smart ID) because he will not know when it will be signed 
out and will have to log back in to resume the process. Our 
suggested system is as follows, which uses fingerprint 
technology to replace the old attendance system, offers 
several advantages, including high accuracy, reduced time 
complexity, and a router system. Our proposed advanced 
attendance system would be perfect for identification and 
authentication in a variety of organizations. 

II.EXISTING SYSTEM 

Under the current system, many of the work is 
done on paper with a pen. The attendance for the entire 
session entered in the ledger, which is used to generate the 
report. 

It is impossible to revise the report Because it 
takes time; it is accessed in the midst of an event. The 
negative aspects of the current system in action include the 
fact that it is not user friendly, that it takes time to complete 
calculations, that it is not environmentally friendly because 
all calculations are done on paper, and that, n today's 
environment, where it's all automated, it's important to 
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remember that, The current system falls very short of that 
goal. Finally, but not all, the report cannot be prepared 
promptly if someone has to review it. 

III.IMPLEMENTATION METHODOLOGY 

Password identification is employed in the 
proposed attendance system. The user's distinct pass code 
is evaluated to all of the passwords stored within the 
program file during authentication. 

A password can be generated in one of two ways. 
The first is Enlistment is the first step, and validation is the 
second, the details of the procedure. A description of how 
each operation works may be found below every user is 
validated throughout the enlisting procedure. Registered in 
the configuration file of the software all new users are 
given a one-of-a-kind password when they register. The 
main cause is that the procedure demands each recipient's 
registration in the database. 

The person in charge has access to the user's 
registration permissions. The password of each user is 
validated throughout the validation procedure. Each user is 
assigned a pass code that has been kept in the system. 

 

                     Fig.1:-Report in server Database 

IV. PROPOSED SYSTEM 

We suggest a new employee identification system 
in which employees' fingerprints are collected and the 
entire workplace is turned into a Wi-Fi zone. As a 
consequence, whether an employee is present at work is 
decided by whether the android device (Smart ID card) is 
linked to the router. The system will contain a counter that 
will track an employee's total time spent at work. 

The constraints of the suggested system are listed 
below. A user's whereabouts can be traced if he or she 
lends his or her phone to someone. They will be marked 
even if they are not present. As a result of unreliable 
technology was seen. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig.2:-Working Schema 

V. WIRELESS FIDELITY 

The framework notion is created using the mobile 
phone Wi-Fi and IP address to the database to make 
participation possible. The employee First and foremost, 
the employee is transportable. and their delicacies are 
stowed away in the server of information and every one of 
them subtleties have been saved in the database a Wi-Fi 
modem or switch for assistance every representative This 
idea was offered. 

The framework has a limited scope. Like in the 
association, there are Wi-Fi signals. The framework will be 
compatible with smart phones. With the use of Wi-Fi, you 
can run a system like Android. In this module, the worker 
must use the Smartphone Wi-Fi to connect to the sodality's 
modem or router. For ensuring that that concrete event is 
attended the participation is likely to be representative 
when the multifarious is linked, it is branded. In 
conjunction with the modem or router was in the sodality. 
The sodality has been established. Between the database 
server and the switch with was used of a specialized IP 
address. If the employee associates the company's The 
closest Wi-Fi time is recorded and stored. Tucked away in a 
database with the denomination and the employee's 
subtleties 
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VI. CONCLUSION 

We aimed to make using the Smart Attendance 
System as simple as eating a piece of bread off a plate. The 
program is user-friendly and includes a variety of functions 
as well as some very basic and minor requirements. There's 
no need to keep several records or perform manual 
computations. Information is available at all times. The 
system is more secure than the old attendance method. It is 
a simple, convenient, effective, innovative, and advanced 
program that eliminates the time-consuming challenges of 
manually taking attendance of each student. 
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